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The VistaMax system uses TCP/IP to carry commands and status for various parts of the system. This document describes the protocols and specifies an Ethereal plug-in dissector for test and debug of the systems.

There are two custom protocols layered on top of TCP/IP. First, the VistaMax system devices (consoles and routing racks) use the VistaMax Device Control Protocol (VDCP) to communicate with each other for the purposes of routing audio from a source to a destination. Second, Edge Devices communicate with the hosting VistaMax server using the VistaMax Routing Controller Protocol (VRCP).

VistaMax Device Control Protocol (VDCP)
VDCP has been updated during the development of the system and there exist two basic message types.

Version 1 messages have the following format:

	Name
	Size (bytes)
	Description

	wMessageLength
	2
	The number of bytes following this bytecount word

	bMessageID
	1
	Message type identifier (binary)

	dwParam1
	4
	First message parameter (binary)

	dwParam2
	4
	Second message parameter (binary)


The message parameters are described for each of the given message types.

	CNP_SRC_ATTACH
	0  (0x00)

	dwParam1
	Source Signal ID

	dwParam2
	Destination Signal ID


	CNP_SRC_DETACH
	1  (0x01)

	dwParam1
	Source Signal ID

	dwParam2
	Destination Signal ID


	CNP_SRC_LOST
	2  (0x02)

	dwParam1
	Source Signal ID

	dwParam2
	Destination Signal ID


	CNP_SRC_BY_PROXY
	3  (0x03)

	dwParam1
	Source Signal ID

	dwParam2
	Destination Signal ID


	CNP_TELL_ME_CHANGE
	6  (0x06)

	dwParam1
	Source Signal ID (note 1)

	dwParam2
	Destination Signal ID


	CNP_SRC_ATTACH_ACK
	100  (0x64)

	dwParam1
	Source Signal ID

	dwParam2
	Destination Signal ID


	CNP_SRC_DETACH_ACK
	101  (0x65)

	dwParam1
	Source Signal ID

	dwParam2
	Destination Signal ID


	CNP_SRC_BY_PROXY_ACK
	102  (0x66)

	dwParam1
	Source Signal ID

	dwParam2
	Destination Signal ID


	CNP_ROUTE_CHANGED
	106  (0x6A)

	dwParam1
	Source Signal ID

	dwParam2
	Destination Signal ID


	CNP_WHO_ARE_YOU
	202  (0xCA)

	dwParam1
	Dummy value (note 2)

	dwParam2
	Dummy value (note 2)


	CNP_I_AM
	203  (0xCB)

	dwParam1
	Hub Number

	dwParam2
	Facet Number


	CNP_WHO_AM_I
	204  (0xCC)

	dwParam1
	Dummy value (note 2)

	dwParam2
	Dummy value (note 2)


	CNP_YOU_ARE
	205  (0xCD)

	dwParam1
	Hub Number

	dwParam2
	Facet Number


	CNP_COMMAND_CONNECT
	207  (0xCF)

	dwParam1
	Dummy value (note 2)

	dwParam2
	Dummy value (note 2)


The following command is the ONLY variable length command in VDCP version 1. There is a single parameter only and that is the filename of the session file to load.
	CNP_LOAD_SESSION
	206  (0xCE)

	Param1
	Filename to load


Notes:

1. To register a destination the dwSource parameter is set to any value other then silence (0xffffffff). To unregister a destination the dwSource parameter is set to silence (0xffffffff).

2. Commands that have “Dummy Value” for a parameter ignore the contents of the parameter. The value should be zero but is not guaranteed to be so.

Version 2 messages have the following basic format, a header followed by 1 or more parameter blocks.
	Name
	Size (bytes)
	Description

	wMessageLength
	2
	The number of bytes following this bytecount word

	bMessageID
	1
	Message type identifier

	dwParam.1.1
	4
	Parameter Block 1, parameter 1

	dwParam.1.2
	4
	Parameter Block 1, parameter 2
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	dwParam.n.1
	4
	Parameter Block n, parameter 1

	dwParam.n.2
	4
	Parameter Block n, parameter 2


	CNP_SRC_ATTACH_LINKED
	5  (0x05)

	Param.1.1
	Source Signal ID

	Param.1.2
	Destination Signal ID
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	Param.n.1
	Source Signal ID

	Param.n.2
	Destination Signal ID


	CNP_SRC_DETACH_LINKED
	7  (0x07)

	Param.1.1
	Source Signal ID

	Param.1.2
	Destination Signal ID
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	Param.n.1
	Source Signal ID

	Paramn.n.2
	Destination Signal ID


	CNP_SRC_ATTACH_LINKED_ACK
	105  (0x69)

	Param.1.1
	Source Signal ID

	Param.1.2
	Destination Signal ID
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	Param.n.1
	Source Signal ID

	Param.n.2
	Destination Signal ID


	CNP_SRC_DETACH_LINKED_ACK
	107  (0x6B)

	Param.1.1
	Source Signal ID

	Param.1.2
	Destination Signal ID
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	Param.n.1
	Source Signal ID

	Param.n.2
	Destination Signal ID


VistaMax Routing Controller Protocol (VRCP)
VRCP messages all have a header with the following format:

	Name
	Size (bytes)
	Description

	Message Length
	2
	The number of bytes following this bytecount word (binary)

	Request Type
	2
	Type of Request (ASCII)

	MAC Address
	6
	MAC address of the controller (binary)

	Unit
	2
	Zero-based logical unit number (binary)

	Status Code
	2
	Zero-based logical unit number (binary)

	Message ID
	4
	Unique message ID (binary)


The following status values may appear in the request message header:

	Value
	Description

	0
	Status is good, no error

	1
	Route in progress

	2
	Resource Busy

	3
	No license available

	4
	Out of resources


Request Types
Each of the following request types has the above header as the first element of the request. The “Request Type” field for each as a two character ASCII type field. Each response message is prefixed by the full request message including the header. Note that the “Message Length” field of the prefixed request must be updated to include the size of the response block.

GetState (GS)
Request
	Name
	Size (bytes)
	Description

	Header 
	18
	Header with “GS” Request type field

	Destination Name
	10
	Name of Destination (ASCII)

	Destination Signal ID
	4
	Destination Signal Token (binary)

	Source Names
	1
	“T” == source, “F” == destination


Response
	Name
	Size (bytes)
	Description

	Request Message 
	33
	GetState request block

	Destination Name
	10
	Name of Destination (ASCII)

	Destination Signal ID
	4
	Destination Signal Token (binary)

	Source Name
	10
	Name of Source (ASCII)

	Source Signal ID
	4
	Source Signal Token (binary)

	Button 1 Name
	10
	Signal Name for Button 1

	Button 1 Signal ID
	4
	Signal Token for Button 1

	Button 2 Name
	10
	Signal Name for Button 2

	Button 2 Signal ID
	4
	Signal Token for Button 2

	Button 3 Name
	10
	Signal Name for Button 3

	Button 3 Signal ID
	4
	Signal Token for Button 3

	Button 4 Name
	10
	Signal Name for Button 4

	Button 4 Signal ID
	4
	Signal Token for Button 4

	Button 5 Name
	10
	Signal Name for Button 5

	Button 5 Signal ID
	4
	Signal Token for Button 5

	Button 6 Name
	10
	Signal Name for Button 6

	Button 6 Signal ID
	4
	Signal Token for Button 6


GetDestList (DL)
Request

	Name
	Size (bytes)
	Description

	Header 
	18
	Header with “DL” Request type field

	Destination Name
	10
	Name of Destination (ASCII)

	Destination Signal ID
	4
	Destination Signal Token (binary)

	Start Offset
	4
	Offset - Anchor to start (+/- binary))

	End Offset
	4
	Offset - Anchor to end (+/- binary))

	Include All
	1
	“T” or “F” (ASCII)


Response
	Name
	Size (bytes)
	Description

	Request Message 
	41
	GetDestList request block

	Destination Name
	10
	Signal Name for Destination (ASCII)

	Destination Signal ID
	4
	Signal Token for Dest 1 (binary)
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	Destination Name
	10
	Signal Name for Destination (ASCII)

	Destination Signal ID
	4
	Signal Token for Destination (binary)


GetSourceList (SL)

Request

	Name
	Size (bytes)
	Description

	Header 
	18
	Header with “SL” Request type field

	Destination Name
	10
	Name of Destination (ASCII)

	Destination Signal ID
	4
	Destination Signal Token (binary)

	Start Offset
	4
	Offset - Anchor to start (+/- binary))

	End Offset
	4
	Offset - Anchor to end (+/- binary))

	Include All
	1
	“T” or “F” (ASCII)


Response
	Name
	Size (bytes)
	Description

	Request Message 
	41
	GetSourceList request block

	Source Name
	10
	Signal Name for Source (ASCII)

	Source Signal ID
	4
	Signal Token for Source (binary)
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	Source Name
	10
	Signal Name for Source (ASCII)

	Source Signal ID
	4
	Signal Token for Source (binary)


KeepAlive (KA)

Request

	Name
	Size (bytes)
	Description

	Header 
	18
	Header with “KA” Request type field


Response
	Name
	Size (bytes)
	Description

	Request Message 
	18
	Keep Alive request block


SetRoute (SR)
Request
	Name
	Size (bytes)
	Description

	Header 
	18
	Header with “SR” Request type field

	Destination Name
	10
	Name of Destination (ASCII)

	Destination Signal ID
	4
	Destination Signal Token (binary)

	Source Name
	10
	Name of Source (ASCII)

	Destination Signal ID
	4
	Source Signal Token (binary)


Response
	Name
	Size (bytes)
	Description

	Request Message 
	46
	SetSource request block

	Source Name
	10
	Signal Name for Source (ASCII)

	Source Signal ID
	4
	Signal Token for Source (binary)


SetState (SS)
Request
	Name
	Size (bytes)
	Description

	Header 
	18
	Header with “SS” Request type field

	State Bits

	4
	List of State Bits (binary)

	State Bit Mask
	4
	List of bits having meaning here (binary)


Response
	Name
	Size (bytes)
	Description

	Request Message 
	26
	SetState request block

	State Bits

	4
	List of State Bits (binary)


The bit assignments for the SetState request (and Alert) are:

	Bit
	Description

	0
	Privacy state (1 == enabled)


Alert Messages
The following messages may be sent as alerts to the controller. Alerts have no response messages. Each alert has a header block.

Alert Header
	Name
	Size (bytes)
	Description

	Alert Type 
	2
	Type of Alert (ASCII)

	MAC Address
	6
	MAC Address of controller (binary)

	Unit
	4
	Zero-based logical unit number (binary)


ResetRCED (RR)
	Name
	Size (bytes)
	Description

	Alert Header 
	12
	Alert header with “RR” type field


ResetSource (RS)
	Name
	Size (bytes)
	Description

	Alert Header
	12
	Alert header with “RS” type field

	Destination Name
	10
	Name of Destination (ASCII)

	Destination Signal ID
	4
	Destination Signal Token (binary)

	Source Name
	10
	Name of Source (ASCII)

	Destination Signal ID
	4
	Source Signal Token (binary)


SetState (SS)

	Name
	Size (bytes)
	Description

	Alert Header
	12
	Alert header with “SS” type field

	State Bits
	4
	List of state bits (binary)

	State Bit mask
	4
	List of bits active here (binary)


Ethereal Dissector
A plug-in dissector is required for VDCP and VRCP. The plug-in should permit the selection of either protocol for parsing. Having both protocols active at the same time would be desirable but it is not essential.

Protocol Ports

The port that the VDCP server listens on is 6010, note that this is configurable for VistaMax systems; to date it has not been changed. It is desirable that the dissector read the port value from a text file so that should a change be required it may be done without re-compiling the dissector.

The port that the VRCP server listens on is 4001; again this is configurable and the dissector should acquire the value from a text file.

Should either of the above port numbers be missing from the text file, or the text file itself not be present the dissector should use the given default values.

Development Environment
So that the dissector plug-in may be maintained for future protocol additions and changes it is most desirable that it be developed with Microsoft tools. Both Visual Studio .NET 2003 and Visual Studio .NET are available for this maintenance.

Deliverables

Initially:

· Cost estimate for implementation of dissector plug-in

· Time estimate (elapsed) for delivery

· Timeline for development with measurable goals.

Upon project execution:

· Ethereal plug-in dissector as described (Dynamic Link Library for Win32)

· Full annotated source code. (Microsoft VS.Net compatible)

· Brief descriptive document outlining the structure and operation of the code.

Note: All rights to the dissector, including source code, binary code, and documentation become the sole property of Harris Corp.
